Columbia Template for the NSF Data Management Plan – 
Social, Behavioral and Economic Sciences Directorate

Please consult the solicitation and the guidance from the cognizant NSF directorate before preparing your data management plan, of no more than two pages in length. Consider including information on the following points when writing your plan.

I. Expected Data - Describe the types of data, samples, physical collections, software, curriculum materials, and other materials to be produced in the course of the project. Describe the expected types of data to be retained. Describe the sources, products, formats and estimated size or amount.

1. How will data be managed and maintained until they are shared with others? 


2. Describe the lowest level of aggregated data that PIs might share with others in the scientific community, given that community’s norms on data.

3. If you will be using existing data, state that fact and include where you got it. What is the relationship between the data you are collecting and the existing data?

4. Not included: preliminary analyses, drafts of scientific papers, plans for future research, peer reviews, or communications with colleagues. Raw data is considered preliminary analysis.

II. Period of Data Retention 


1. The plan should describe the period of data retention.

III. Data Formats - Describe the standards to be used for data and metadata format and content (where existing standards are absent or deemed inadequate, this should be documented along with any proposed solutions or remedies). Describe the way it was generated, as well as analytical and procedural information.

1. Describe the file formats will you use for your data and what details (metadata) are necessary for others to understand and use your data.


2. Describe all standard formats and metadata you are using and why have you chosen them. 


3. Describe any software or other tools that are necessary to read the data.

IV. Data Dissemination - Describe the policies for public access and sharing including provisions for appropriate protection of privacy, confidentiality, security, intellectual property, or other rights or requirements. Who is likely to be interested in the data? 


1. Describe which data will be shared. The DMP should describe the specific data formats, media, and dissemination approaches that will be used to make data available to others, including any metadata and clearly articulate how sharing is to be implemented. Will it be deposited in a publicly available database, available for download from a web site, available upon request?  


2. Describe when the data will be shared. Public release of data should be at the earliest reasonable time. 


3. Address how privacy and confidentiality will be protected in the case of human subjects’ research.


4. Address how data are to be shared and managed if industry partners, center members, or other major stakeholders are involved.


V. Data storage and preservation of access - Describe the plans for archiving data, samples, and other research products, and for preservation of access to them, including physical and cyber resources and facilities.


1. Columbia Data Retention policy states: “Research data must be archived for a minimum of three years after the final project close-out, with original data retained wherever possible.”

2. Will data be archived after the project ends? If so, describe which data and related information, where it will be housed, how it will be preserved and for how long. 


3. What metadata/documentation will be submitted alongside the data or created on deposit/transformation in order to make the data reusable? Are software or tools needed to access the data and will these be archived?

4. What procedures for preservation, back-up, security and public access does the long-term storage have in place?  

5. For those who are using Columbia's institutional repository Academic Commons, here is some descriptive text to include in your plan:

Deposit in Academic Commons provides a permanent URL, secure replicated storage (multiple copies of the data, including onsite and offsite storage), accurate metadata, a globally accessible repository and the option for contextual linking between data and published research results. Files deposited in Academic Commons are written to an Isilon storage system with two copies, one local to Columbia University and one in Syracuse, NY; a third copy is stored on tape at Indiana University. The local Isilon cluster stores the data in such a way that the data can survive the loss of any two disks or any one node of the cluster. Within two hours of the initial write, data replication to the Syracuse Isilon cluster commences. The Syracuse cluster employs the same protections as the local cluster, and both verify with a checksum procedure that data has not altered on write.

VI. Other considerations

1. Outline the rights and obligations of all parties as to their roles and responsibilities in the management and retention of research data. Address changes to roles and responsibilities that will occur should a principal investigator or co-PI leave the institution or project. 

2. Address any additional data management requirements made in the program solicitation or resulting from local institutional policies or best practices.

3. Any costs should be explained in the Budget Justification pages.
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